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Copies of the following titles may be requested from the Library by circling the title(s) needed and 
returning the list to the Library, MS 0571. This guide is not comprehensive in its  
coverage and is intended to provide work related information to State employees. For additional materi-
als on the topic, please contact Daniel Cornwall at 465-2927.

Threats to Digital Materials
1. Talbot, David. The fading memory of the state. Technology 

Review, v. 108, no. 7, p. 44, July 2005. (6 pages)
“Imagine losing all your tax records, your high school and 
college yearbooks, and your child’s baby pictures and vid-
eos. Now multiply such a loss across every federal agency 
storing terabytes of information, much of which must be 
preserved by law. That’s the disaster NARA is racing to 
prevent. It is confronting thousands of incompatible data 
formats cooked up by the computer industry over the past 
several decades, not to mention the limited lifespan of 
electronic storage media themselves.”

2. Carlson, Scott. Uncertain fate of scholarly artifacts in a 
digital age. Chronicle of Higher Education, v. 50, no. 21,  
p. A25-A27, January 30, 2004.  (5 pages)
“Ms. Larsen knew she was working in a transient medium 
when she began programming Marble Springs in 1990, 
also using Hypercard. But, she says, “I thought that the 
platform would be stable for 15 to 20 years -- I really 
didn’t think that it would be out of date as quickly as it 
was.” Apple Computer released its last version of Hyper-
Card in 1993, and has all but abandoned development of 
the program since then.”

3. Poynder, Richard. Elephants and Dung Trucks. Informa-
tion Today, v. 20, no. 8, p. 33, September 2003. (3 pages)
“That is, unlike paper or microfilm--where the meaning 
is transparently inscribed on the surface of the medium-
-digital documents are opaque bitstreams only under-
standable to humans when interpreted by a machine. The 
hardware and software needed to do this interpretation, 
however, are constantly superseded. For instance, there 
have been more than 200 digital storage formats alone 
deployed since the 1960s, with none lasting more than 10 
years.”

4. Karp, Cary. Digital Heritage in Digital Museums.  
Museum International, v. 56, no. ½, p. 45, May 2004  
(7 pages).
“Ensuring the long-term survival of digital objects 
involves considerations that lie totally outside the 
procedural framework that has developed to ensure the 
continuity of physical collections. Here again, the problem 
is by no means unique to museums and the basic concern 
is commonly termed ‘digital preservation’. In the museum 
context, this includes both born-digital work and the 
digitized surrogates for physical objects that are used as 
adjuncts to various aspects of their physical maintenance.”
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Specific Concerns for Archivists &  
Records Managers
5. Barata, Kimberly. Archives in the Digital Age. Journal of 

the Society of Archivists, v. 25, no. 1, p. 63, April 2004.   
(8 pages)
“In the digital era where lack of planning can doom 
electronic records to an early grave, archivists must be 
involved early in the life-cycle of records if there are to 
have an impact.”

6. Isaacs, Lindsay. Following the paperless trail. American 
City and County, v. 117, no. 4, p. 51, April 2002. (6 pages)
“Because changes in technology are inevitable, local 
governments should make sure electronic systems are 
planned as part of long-term strategies for records reten-
tion, says Robert Williams, president of Chicago-based 
Cohasset Associates, a consulting firm that specializes in 
document management. That plan may include a schedule 
for migrating records to new hardware or transferring 
documents to alternative media after a certain period of 
time.”

Review Articles
7. Smith, Bernard. Preserving tomorrow’s memory: Pre-

serving digital content for future generations. Informa-
tion Services & Use, v. 22, no. 2/3, p. 133, 2002. (7 pages)
“The list of possible actions and draft recommendations is 
basically a collection of all suggestions found in recent [As 
of 2002] literature.” 

8. Rosenzweig, Roy. Scarcity or abundance? Preserving the 
past in a digital era. American Historical Review, v. 108,  
no. 3, p. 735, June 2003. (28 pages)
“Well before most digital media degrade, they are likely 
to become unreadable because of changes in hardware 
(the disk or tape drives become obsolete) or software (the 
data are organized in a format destined for an application 
program that no longer works). The life expectancy of 
digital media might be as little as ten years, but very few 
hardware platforms or software programs last that long. 
Indeed, Microsoft only supports its software for about five 
years.”

9. Cain, Mark. Being a library of record in a digital age. 
Journal of Academic Librarianship, v. 29, no. 6, p. 405,  
November 2003. (6 pages).
Article presents a brief overview of possible preservation 
methods for digital materials and description of initiatives 
underway in 2003.

10.Steenbakkers, Johan F. Preserving electronic publica-
tions. Information Services & Use, v. 22, no. 2/3, p. 89, 
2002. (8 pages)
“To understand fully the requirements for preserving 
electronic publication, it is useful to examine the anatomy 
of an electronic publication. In essence an electronic 
publication consists of three components: the bit stream, 
the logical format in the bit stream, and the functionality 
needed to decode this logical format. Even complicated 
publications break down into these three components.”

11. Hodge, Gail. Preservation of and permanent access to 
electronic information resources: A system perspective. 
Information Services and Use, v. 25, no. 1, p. 47, 2005.  
(11 pages)
An overview of digital preservation issues covering the 
topics of: creation of electronic information, ingest/ac-
quisitions, preservation metadata, preservation formats, 
migration, emulation, and current and future access. 
Article also provides descriptions of efforts at building 
digital preservation systems including: Digital Information 
Archive System, OCLC Digital Archive, PANDORA, 
Lots of Copies Keep Stuff Safe (LOCKSS), Dspace, 
Fedora and Portable PubMed Central.

12. Hodge, Gail. Digital preservation: Overview of current 
developments. Information Services & Use, v. 22, no. 2/3,  
p. 73, 2002. (10 pages).
“When comparing the state of digital archiving art and 
practice in 2000 to 2002, it is useful to look for indicators 
of the maturity of the research area. “Maturity factors” 
include the existence, development, and status of (1) a 
reference framework, (2) operational systems, (3) best 
practices, guidelines, and standards, (4) supporting 
technologies, (5) business models, including the roles of 
the various stakeholder groups, and (6) supportive policies 
at national, regional and international levels.”

13. Baker, Mary, et. al. A fresh look at the reliability of long-
term digital storage. ArXiv Preprint Service from Cornell 
University, August 31, 2005. (14 pages).
“In this paper, we make the case that these applications’ 
demands on large scale storage systems over long time 
horizons require us to re-evaluate traditional storage 
system designs. We examine threats to long-lived data 
from an end-to-end perspective, taking into account not 
just hardware and software faults but also faults due to 
humans and organizations”
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14. Rosenthal, David S. H., et al. Requirements for digital 

preservation systems: A bottom-up approach. D-Lib 
Magazine, v. 11, no. 11, November 2005. (21 pages)
“We start by identifying the goal the systems are intended 
to achieve, and then analyze the spectrum of threats that 
might prevent them doing so. We list the strategies that 
systems can adopt to counter these threats, providing 
examples from some current systems showing how the 
strategies can be implemented. We observe that current 
systems vary in the set of threats they consider important, 
in the strategies they choose to implement, and in the 
ways in which they implement them.”

Examples of Specific Approaches to  
Aspects of Digital Preservation
15. Maniatis, Petros, et. al. The LOCKSS peer-to-peer digi-

tal preservation system. ACM Transactions on Computer 
Systems, v. 23, no. 1, p. 2, February 2005. (49 pages)
“Briefly, our simulations show a system that resists for 
decades an adversary capable of unlimited sustained effort, 
by preventing him from applying effectively more effort 
to the system than his victims do. Even assuming that an 
implementation flaw hands an adversary instantaneous 
control of one-third of the peers, his sustained effort can 
increase the probability of a reader seeing a damaged copy 
by no more than a further 4%, in the worst case.”

16. Smith, MacKenzie. Eternal bits: How can we preserve 
digital files and save our collective memory? IEEE 
Spectrum, July 2005. (9 pages).
“DSpace is an open-source system written in Java that 
runs on any computer platform, but typically on top of 
Unix and Unix-based operating systems, such as Linux. 
Each DSpace archive is divided into communities, each 
of which generally corresponds to a laboratory, research 
center, or department. Communities contain collec-
tions—that is, groupings of related content. Items, such 
as documents, video and audio clips, and class notes, are 
considered the basic elements of the archive and populate 
each collection.”

17. Burkel, Russ. The role of microfilm in information 
management. Information Management Journal, v. 37, no. 
1, p. 58, January/February 2003. (5 pages)
“By interactively combining the 500-year migration-free 
strengths of microfilm and the access capabilities provided 
by digital technology, a document management system can 
be designed that will satisfy all known life cycle require-
ments in the most economical manner for the longest 
period of retention needed.”

18. Stanescu, Andreas. Assessing the durability of formats 
in a digital preservation environment. D-Lib Magazine, 
v. 10, no. 11, November 2004. (7 pages)
“This article presents a methodology for measuring the 
preservation durability of digital formats. The methodol-
ogy gives digital preservation archivists the tools to 
measure and identify formats suited for preservation 
but lets individuals use their own interpretation of the 
results to make their ultimate preservation decisions. The 
author hopes that institutions embracing preservation will 
use this methodology and contribute their expertise to 
enhance it over time.”

19. Reuben, Elizabeth. Migrating records from proprietary 
software. Computers in Libraries, v. 23, no. 6, p. 30,  
June 2003. (4 pages)
“After some experimentation, we found only one reliable 
way to extract data from the Epublish format, which was 
to copy and paste the files. Accurate replication of the files 
was essential because changes in the way the information 
was presented could affect its interpretation. We estimated 
that we had 41 releases to convert this way. Each release 
had between 35 and 54 chapters, some broken into 
multiple parts, with at least one table of contents for each 
chapter--and each of these was a separate file. All of the 
associated material for each release would also need to be 
treated this way. Since the files could only be accessed on 
a stand-alone PC, we employed two contractors to begin 
this task.”

20. Rosenthal, David S. H., et al. Transparent format migra-
tion of preserved web content. D-Lib Magazine, v. 11, no. 
1, January 2005. (8 pages)
“We provide an overview of the problem of format obso-
lescence as applied to Web content and, in this context, 
examine possible implementations of the two strategies. 
We identify the practical difficulties that face any imple-
mentation of emulation; they led us to choose the migra-
tion strategy. We describe the design and implementation 
of a transparent, on-access format migration capability for 
the LOCKSS system for preserving Web content.”
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Like Checklists? Then try

Table of Contents
Keep astride of current periodicals by subscribing to 

Table of Contents, a free service provided to state employ-
ees by the Alaska State Library. Choose from a wide variety 
of journals and magazines, look over their table of contents 

page, and have the best articles delivered right to you!

1. Visit the State Library's Table of Contents  
webpage at:  
http://library.state.ak.us/forms/tocexp.html

2. Sign up for Table of Contents and choose from 
our extensive list of periodicals, both digital and 
on paper.

3. When the table of contents of your chosen peri-
odicals arrive, select articles you are interested 
in and we will send you a paper or digital copy.Sign up today!

21. Woodyard, Deborah. Metadata and preservation. Infor-
mation Services & Use, v. 22, no. 2/3, p. 121, 2002. (5 pages)
“Preservation metadata is required to enable management 
of digital resources so they can continue to be accessed for 
the long term. The significant issue of preserving any digi-
tal material is the dynamic nature of the technology layer 
imposed between the user and the information. When 
the ability to translate the binary code is lost the use of 
the resource is also lost. For this reason, the preservation 
metadata is about recording all the information needed to 
enable access.”

22. McCargar, Victoria. No pain, no metadata. Seybold 
Report: Analyzing Publishing Technologies, v. 5, no. 6, p. 10, 
June 22, 2005. (3 pages)
“Such information can also be important to backtracking 
through problems. Interestingly, we have encountered a 
situation at the Los Angeles Times where the PREMIS 
metadata, had it been captured, would be useful for untan-
gling a mystery involving an unknown number of archival 

JPEGs that were apparently corrupted in an ordinary 
storage migration several years ago and only recently dis-
covered. Unfortunately, we lack documentation on version 
and platform changes, or what actions were taken and by 
whom, so we can only guess at what occurred and have no 
way of isolating just the affected files for possible repair.”

23. Paskin, Norman. Digital object indentifiers. Information 
Services & Use, v. 22, no. 2/3, p. 97, 2002. (16 pages)
“It is not the aim of this presentation to give details of 
the DOI system: these may be found elsewhere. However, 
in order to understand the key issues of interoperability 
relevant to preservation, it is necessary to understand the 
principles which DOI is built on: (1) the level of indirec-
tion (separating the name from the particular instance 
addressed) offered by resolution; and (2) the use of well-
formed metadata to describe the objects identified and 
so offer appropriate hooks for third-party services about 
these objects to be constructed in a reliable interoperable 
manner.”
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Suggested Internet Resources (Accessed December 6, 2005)
Digital Preservation Management: Implementing Short-term Strategies of Long-term problems

<http://www.library.cornell.edu/iris/tutorial/dpm/index.html>

Tutorial from Cornell University that covers basic digital preservation issues, including: terms and concepts, obsolescence, 
format selections and preservation approaches. Tutorial also comes with a placement quiz to test your current knowledge of 
preservation issues.

PADI (Preserving Access to Digital Information)
<http://www.nla.gov.au/padi/>

PADI is the National Library of Australia’s subject gateway to international digital preservation resources. Available topics 
include: Data Documentation & Standards, Digital Libraries, Digital Records, Digitization, Formats & Media, Issues, 
Management, National Approaches, Rights Management, Strategies and Web Archiving.

Into the Future: On the Preservation of Knowledge in the Electronic Age
<http://www.clir.org/pubs/film/future/discussion.html>

Popularized discussion of digital preservation issues presented as a stand-alone discussion guide to the film Into the future. 
The Council on Library and Information Resources sponsored this discussion guide.

Electronic Records Management Guidelines (Minnesota State Archives)
<http://www.mnhs.org/preserve/records/electronicrecords/erguidelines.html>

“The Electronic Records Management Guidelines provide information on a variety of topics, such as file formats and file 
naming, electronic records management strategies, electronic document management systems, digital media, storage facili-
ties and procedures, e-mail and web content management, and electronic and digital signatures.”

Electronic Records Committee (ERC) - Kansas
<http://da.state.ks.us/itab/erc/>

”The Electronic Records Committee (ERC), which is a Subcommittee of the Information Technology Advisory Board 
(ITAB), recommends and reviews policies, guidelines, and best practices for the creation, maintenance, long-term preserva-
tion of and access to electronic records created by Kansas state government.”

LOCKSS: Lots of copies keep stuff safe (Stanford University)
<http://www.lockss.org>

Home of Stanford University’s LOCKSS software project. Site includes links to LOCKSS white papers and explanation of 
the software and document caches. The Alaska State Library is participating in a pilot project to use LOCKSS to preserve 
federal e-journals received through the Federal Depository Library Program. Information about the pilot project can be 
found at < http://www.access.gpo.gov/su_docs/fdlp/lockss/>.

KSPACe: The digital repository for Kansas state government publications
<http://www.kspace.org>

Working example of MIT’s dSpace software to create a repository of Kansas state publications.

dSpace
<http://www.dspace.org>

Open source software developed by MIT Libraries and HP to create a digital repository system that captures, stores, 
indexes, preserves, and redistributes an organization’s research data.
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infoName:

Agency:

Mail Stop:

The State Library is interested in hearing from you. Let us know how we can improve 
Checklists to help you keep informed on current hot topics and work related issues.What do 

you think?
Suggestions for Future Checklist Topics:

Comments/Suggestions Regarding Checklists:

Comments About the Alaska State Library and its Services:


